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JT Digital  
Risk Protection  
(DRP) 
Product Description
JT Digital Risk Protection is a combination of tools, services and expertise 
designed to monitor different sources for exploitable information which can 
then be used to attack your organisation or damage your reputation.

Protecting your information from cyber criminals 

With rapid developments in technology and “new ways of working” driving change in how 
most organisations do business, the protection of your information no longer resides purely 
behind traditional network controls. Nearly all modern organisations face unavoidable 
risks to their information from cyber-attack, insider threat, human error and 3rd party 
breaches. 

To fully understand the threats to your organisation and the data you hold, you must 
continuously look outside the network perimeter. JT DRP allows you to set custom alerts 
based on your most critical assets, as broad as your domain to as detailed as a single 
document name, our analysts will guide and support you in your digital security journey. 

The types of information that our analysts commonly see on the clear, deep and dark 
web include leaked customer data, trade secrets, breached user accounts, 3rd party data 
breaches, domain impersonation, domain squatting and even planned attacks being 
discussed on underground hacker forums.

How do you know if your data is already out there?

Chances are you won’t as most businesses only focus in on defending their network from 
external threats. This is where JT DRP comes in – looking for your data and threats to your 
data outside of the firewall and beyond your network.
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JT Digital Risk Protection – Product Description

What happens if your data falls into the wrong hands?

IT Infrastructure
Details about your infrastructure make it easier for malicious actors to mount a cyber-attack 
against you.

User Credentials
Usernames and Passwords for systems used by your employees can be exploited to steal data.

Personal Information
Loss of Personally Identifiable Information of staff, customers or other individuals the 
organisation works with can lead to large fines and reputational damage. 

Business critical
Trade secrets, commercially sensitive data and intellectual property are among the types of 
data that could be used to provide advantage to your competitors.

 JT’s DRP Service features include:

Automated early warning.

24x7 monitoring to check if your brand or any of your information is being discussed  
or circulated.

Instant alerts giving you crucial hours, days or even months to take mitigating measures.

 Optional REST APIs (integration into your existing on premise systems) supports SIEM (Security 
Information and Event Management), IT Helpdesk or Data analytics software.

To find out more contact us at:

T  Jersey: +44 (0) 1534 882 345
E  business.solutions@jtglobal.com 
W www.jtglobal.com/digital-risk-protection


