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Product Description 
For any company looking to maintain compliance to security standards, whether 
to certify or not, it can be an arduous task. With spreadsheet upon spreadsheet, 
documents scattered around and time and labour-intensive workshops and 
exercises, the effort adds up, and so does the cost. With JT Cyber Compliance,  
in Partnership with Centraleyes, manual processing can be a thing of the past.

Why Centraleyes? 
Split into three easy to use modules, the Centraleyes platform can track compliance for your business and 
your third parties and produce an interactive board report which is guaranteed to wow your stakeholders.

Buy all three modules or mix and match to suit your business needs. 

Module 1 – 1st Party Risk
Select from a pool of pre-populated Cyber and 
Information Security frameworks, including NIST CSF, 
ISO27001, PCI DSS, GDPR and the CIS Controls Top 18 
(formerly the SANS Top 20). Custom questionnaires and 
standards suited to your industry can be uploaded into 
the platform, so you can track your compliance against 
the frameworks most important to you.

Features  
• Smart questionnaires, assign individual questions or 
complete sections to the right people from the start, 
cutting down on time spent in meetings and chasing 
responses.
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• Automated workflows and due-date reminders so 
that you don’t have to do the chasing.

• Streamlined dashboard, see your overall score, 
compare the areas of your business that are most at 
risk and view your actual compliance against industry-
based targets. 

• Remediation planner that identifies gaps in your 
compliance and allows you to assign custom tasks to 
individuals.

Module 2 – 3rd Party Risk
Vendors pose an immediate cyber security risk to your 
organisation. You trust them with your data but if their 
policies, procedures and practices are not as robust 
as yours you may find yourself at the center of a data 
breach, and you might not even know about it until 
it’s too late. Using the 3rd Party Risk module in the 
Centraleyes platform can help you track your vendor 
risk and report on breaches in real time.

Features

Module 3 – Board View
Static reports are a thing of the past. With Centraleyes 
Board View, designed to be easily consumed by non-
technical audiences, you can drill down into the detail 
of your risk, compliance and threat data to provide a 
meaningful view of your organisation’s security posture. 
View changes over time, track security projects and 
budget and view your most risky assets all in one easy 
to use platform.

Features

• Manage multiple vendors with varying risk levels 
within one central interface.

• Send out automated questionnaires and 
request evidence, such as Pen Test results, security 
certifications and policies.

• Public and dark web monitoring, alerting you about 
threats and breaches in your supply chain in real time. 

• Track your vendor remediation plans directly 
through a single platform.

• Interactive dashboard, drills down into the detail   
directly within the platform.

• View your risk, compliance and threat level over time, 
allowing you to focus on the areas that need it most.


