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JT Cyber  
Assessment 
Product Description 
We believe that reliable security can only be built on a combination of 
well-trained people and sound governance, underpinned by correctly 
configured technology, robust controls, and accurate reporting. Our cyber 
assessment will examine each of these areas to produce a comprehensive 
study of the whole company. 

Understand your security posture 
With cyber threats ever evolving, and cyber 
criminals regularly ahead of the curve, 
organisations can’t afford to sit back in hope 
that they do not become a victim. Regular 
security assessments against the changing 
threat landscape can help to highlight the 
gaps in your security that could be most 
vulnerable to attack.

A typical JT Cyber Assessment is completed 
against the ISO27001 framework and 
supporting ISO27002 guidance and focusses 
on three key areas:

•   Understanding your organisation and the 
threats it faces

•  Reviewing your current security policies and   
 procedures against industry best practice

•   Performing an in-depth analysis of your 
current cyber risk posture and mitigating 
security controls 

Align your business with industry best 
practice 
Almost all businesses will be subject to scrutiny 
from customers, regulators, and shareholders 
to prove their security meets both internal 
requirements and that of specific industry 
standards. 

Other available standards include:
•  NIST Cybersecurity Framework (CSF);
•  CIS Critical Security Controls (CSC);
•  GDPR;
•  PCI DSS;

Custom assessments can also be made 
available by request.
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JT Cyber Assessment – Product Description

Add the 1st Party Risk module of the 
JT Centraleyes Compliance Platform* 
to manage, monitor and report on 
compliance, reducing the need for 
bulky spreadsheets and providing a 
simple solution for overseeing your 
security program. 

Include the Board View module to 
provide executive level reporting 
through an interactive dashboard. 
Upload your asset, project and incident 
data and combined with the compliance 
data from the 1st Party Risk module you 
can deliver meaningful data that is easy 
to understand in half the time. 

To find out more contact us at:

T   Jersey: +44 (0) 1534 882 345 
Guernsey: +44 (0) 1481 882 345 

W www.jtglobal.com/cyber-assessments

Why JT? 

Expertise 

Our Cybersecurity consultants have a wide range 
of knowledge in areas including governance, risk 
and compliance practices, and supporting technical 
expertise.

Flexibility 

The Assessment is completed with minimal intrusion 
into the operation of your business and can be 
facilitated both onsite and remotely.

 
 

Tracking 

If selected you will be provided 24x7x365 access to 
the fully comprehensive Centraleyes compliance 
platform, in partnership with Centraleyes. Perfect 
for your business to collect, analyse and report on 
ongoing compliance to the standards you choose. 

For more information on what the JT Centraleyes 
Compliance Platform can do for your business please 
view the JT Cyber Compliance product description, or 
contact the JT Cybersecurity and Risk Advisory Unit 
for a free demo. 


